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1. BROWSER COMPATIBILITY

1.1. Browser Compatibility Requirements

Browser compatibility is required for successful access to iEnable system. If your current browser (or
operating system) is not compatible with the latest supported browser version (or operating system), iEnable
will direct you to the incompatibility page displaying required browser settings . Please refer to section 1.2

iEnable Pl;ﬂh.m*'l e

Your web browser has the following
incompatibilities with iEnable:

ﬂ IEmable Web Browser Requirements:

Supported Browsers,

Browner Settings)

@ Firefox 5902+

oL ABaw lsvaSenpt

R Internet Exploter 5=

LIEnabie TLS

@ Thvome 65+ [Busness Assurance Thent Portat Only] AR Cookies

Flease nolp

Please (efer to 1he £nable wWeb Browser Requirements abave i cofrect

thamm T you are not sUe how o changa your b owser seftings.

nelp

foe

Allow JavaScript: Please refer to section 5. UPDATE JAVASCRIPT SETTINGS of this document.
Allow Cookies: Please refer to section 4. UPDATE COOKIES SETTINGS of this document.

Enable TLS: Please refer to section 6. ENABLE TLS of this document.
Note: Chrome is only supported for Business Assurance Client Portal. iEnable Assessment Portal does
not currently support use of Chrome.

1.2. Operating System Requirements

Please find additional information for iEnable supported operating system requirements below.
Please refer to section 1.1 in this document for specific browser settings.

Browser Operating System
Windows 8.1+ Windows 7 and 8 Windows Vista, XP
Firefox 59.0.2+ Supported 59.0.2+ Supported Not Supported
Internet Explorer 9+ Supported 9+ Supported Not Supported
Chrome (for Client Portal) 66+ Supported 66+ Supported Not Supported
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2. UPDATE TRUSTED SITES

2.1. How to add *.intertekconnect.com to Trusted Sites List (Internet Explorer)
Note: internet browser settings may be controlled by your company’s system administrator. If you
are not able to perform the actions described, please contact your company’s system administrator.
Open Internet Explorer internet browser

From the Internet Explorer browser menu select Tool and select Internet options

In the Internet Options Pop-up click on the Security tab, click on Trusted Sites icon, then click on Sites

button

In the Trusted Sites Pop-up enter *.intertekconnect.com and click the Add button. The site will be
added, and you may close the pop-up.

If your company policy states you must use explicit URL, you may enter
https://ienable.intertekconnect.com. (You may add both, this is ok)

Click Close on Trusted Sites Pop-up, then click Ok to close Internet Options Pop-up

Version 1.1

wwow.itg.ias.edu/content/how-

IAS How to add Trusted Sites to...

File Edit View Favorites [0l Help

Delete browsing history...
InPrivate Browsing

Turn on Tracking Protection
ActiveX Filtering

Fix connection problems.,
Reopen last browsing session

Add site to Apps

View downloads

Pop-up Blocker

Windows Defender Smart5Screen Filter
Manage media licenses

Manage add-ons
Compatibility View settings

Subscribe to this feed...

Performance dashboard

F12 Developer Tools
OneMote Linked Motes
Lyne Click to Call

Send to OneMNote

Report website problems

Internet options

Ctrl+Shift+Del
Ctrl+Shift+P

Ctrl+)

Ctrl+5hift+U
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Internet Options ? x

General  Security | Privacy Content Connections  Programs  Advanced

Select a zone to view or change security settings,
Internet  Localintranet Restricted
sites

Trusted sites

This zone contains websites that you
trust not to damaage your computer or
your files,

‘Yau have websites in this zone,

Sites

Security level for this zone
Allowed levels for this zone: All

Medium

- Prompts before downloading potentially unsafe
E content
- Unsigned ActiveX contrals will not be downloaded

Enable Protected Mode (requires restarting Internet Explorer)
Custom level... Default level
Reset all zones to default level

@ Some settings are managed by your system administrator,

Cancel Apol

Trusted sites X

A Youcan add and remove websites from this zone. All websites in
this zone will use the zone's security settings.

Add this website to the zone:

* intertekconnect.com| | I Add I
Websites:
http: /fmedia.intertek. com L) Remove

http: /f=s0.intertek. com
https: [farchive. frontbridge.com
https: /farchive.seccas. com

Loadbes 5 Wi i i s

W

Require server verification (https:) for all sites in this zone

Cloze
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2.2. How to add *.intertekconnect.com to Trusted Sites List (Mozilla Firefox)

Note: internet browser settings may be controlled by your company’s system administrator. If you
are not able to perform the actions described, please contact your company’s system administrator.
Open Motzilla Firefox internet browser

From the Mozilla Firefox browser menu select Tools and select Options

On the Preferences Page click on Security, then click on Exceptions button

In the Allowed Sites Pop-up enter *.intertekconnect.com and click the Add button. The site will be
added, and you may close the pop-up.

If your company policy states you must use explicit URL, you may enter
https://ienable.intertekconnect.com. (You may add both, this is ok)

File Edit View History Bookmarks Tools Help
Mew Tab % Downloads Ctrl+)
Add-ons Ctrl+5Shift=A |
Search ar enter address F\gps
i Set Up Sync.., A
Web Developer >
Page Info
-thiom
Ele Edit Yie Hizstory Bookmarks JTools Hely
Intertek Intranet x ﬁ Options x |+
& | O Fireiox about:preferences®security | | Q Search
Il Genera Security
Q Search
B content General
v | Warn me when sites try to install add-ons Exceptions...
v | Block reported attack sites
v | Block reported web forgeries
Passwords
v | Remember passwords for sites Exceptions...

Use a master password Change Master Passwor

Saved Passwords...

=)
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Allowed Sites - Add-ons Installation ®

You can specify which websites are allowed to install add-ons. Type the exact
address of the site you want to allow and then click Allow.

Address of website:

‘ *intertekconnect.com| ‘

Allow

Status

addons.mozilla.org Allow

marketplace firefox.com Allow

Remove Site Remove All Sites Close

2.3. How to add *.intertekconnect.com to Trusted Sites List (Chrome)

Note: internet browser settings may be controlled by your company’s system administrator. If you
are not able to perform the actions described, please contact your company’s system administrator.
Open Chrome internet browser

Click the 3 horizontal dots icon on the far right of the Address bar

Click on Settings

From the Settings Page, scroll to the bottom and click on Advanced

Advanced Settings will now display, scroll down and click on Open Proxy Settings

In the Internet Properties Pop-up click on the Security tab, click on Trusted Sites icon, then click on
Sites button

In the Trusted Sites Popup enter *.intertekconnect.com and click the Add button. The site will be
added, and you may close the pop-up.

If your company policy states you must use explicit URL, you may enter

https://ienable.intertekconnect.com. (You may add both, this is ok)
Click Close on Trusted Sites Pop-up, then click Ok to close Internet Options Pop-up

New Tab x

Cc0|a W
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MNew tab Ctrl+T
MNew window Ctrl+N

MNew incognito window

History b
Downloads Ctrl+)

Bookmarks 4

Zoom - 100% =+ &

Print...
Cast...
Find... Ctrl+F

Maore tools 4
Edit Cut Copy Pasts
Settings

Help 4

9]

Exit

£y

trl+Shift+

= Settings
Show bookmarks bar »
Font size Medium (Recommended) -
Customize fonts »
Page zoom 100% -

Search engine

Search engine used in the address bar Google -

Manage search engines »

Default browser

Default browser
Make Google Chrome the default browser

MAKE DEFAULT

on startup
(@  Openthe New Tab page
(O  Continue where you left off

(O ©pen aspecific page or set of pages

Advanced
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Settings

Location
C:\Users\krista.kohler LT\Downloads

Ask where to save each file before dewnloading

Printing

Printers

Google Cloud Print

Accessibility

Add accessibility features
Open Chrome Web Store

System

Continue running background apps when Google Chrome is closed

Use hardware acceleration when available

Qpen proxy settings

Reset and clean up

Reset seftings
Restore settings to their original defaults

Clean up computer

Internet Options

General  Security | Privacy Content  Connections

Selecta z

one to view or change security settings,

? >

Programs  Advanced

@ ¢ v O

Internet Local intranet

Restricted

sites

Trusted sites
This zone contains websites that you
trust not to damage your computer or

your files,
‘fau have websites in this zone,

Security level for this zone

Allow

ed levels for this zone: All
Medium

- Prompts before downloading potentially unsafe

content

- Unsigned ActiveX controls will not be downloaded

Enable Protected Mode {requires restarting Internet Explarer)

Custom level...

Reset all zones to default level

Default level

uﬁ; Some settings are managed by your system administrator,

Cancel | Apoly

Version 1.1
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Trusted sites

this zone will use the zone's security settings.

3

j You can add and remove websites from this zone. All websites in

Add this website to the zone:

*.intertekconnect.com|

Add |

Websites:

http: /fmedia.intertek. com

http: /f=s0.intertek. com

https: [farchive. frontbridge.com
https: /farchive.seccas. com

Loadbes 5 Wi i i s

W

Remaove

Require server verification (https:) for all sites in this zone
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3. UPDATE POP-UP SETTINGS

3.1. How to add *.intertekconnect.com to Allowed Pop-ups (Internet Explorer)

Note: internet browser settings may be controlled by your company’s system administrator. If you
are not able to perform the actions described, please contact your company’s system administrator.
Open Internet Explorer internet browser

From the Internet Explorer browser menu select Tools and select Internet options

In the Internet Options Pop-up click on the Privacy Tab and click on Settings Button

In the Pop-up Blocker Settings enter https://ienable.intertekconnect.com and click the Add button
Click Close on Pop-up blocker Settings Pop-up, then click Ok to close Internet Options Pop-up

Q IAS https://www.itg.ias.edu/content/how-add-trusted-sites-internet-explorer

IAS How to add Trusted Sites to...

File Edit View Favorites [0l Help

Delete browsing history... Ctrl+Shift+Del

InPrivate Browsing Ctrl+Shift+P
Turn on Tracking Protection

ActiveX Filtering

Fix connection problems.,

Reopen last browsing session

Add site to Apps

View downloads Ctri+)
Pop-up Blocker H
Windows Defender Smart5Screen Filter >

Manage media licenses

Manage add-ons
Compatibility View settings

Subscribe to this feed...

Feed discovery
Performance dashboard Ctrl+5Shift+U
F12 Developer Tools

OneMote Linked Motes
Lyne Click to Call
Send to OneMNote

Report website problems

Internet options |
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Internet Options T X

General Security  Privacy |Content Connections Programs —Advanced

Settings

s

Location

Mever allow websites to request your
physical location

Pop-up Blocker

Clear Sites

[+ Turn on Pop-up Blocker [ Settings
InPrivate -
Disable toolbars and extensions when InPrivate Browsing starts

OK Cancel Anply

Pop-up Blocker Settings >

Exceptions

Pop-ups are cumently blocked. You can allow pop-ups from specific
| # ! webstes by adding the site to the list below.

Address of website to allow:

|hﬁps:menable.irﬂenekconnec1.com| | | Add
Allowed sites:
Hemove
Remaoye all

Motifications and blocking level:

Play a sound when a pop-up is blocked
Show Motification bar when a pop-up is blocked.
Blocking level:

| Medium: Block most automatic pop-ups |

Leam more sbout Popup Blocker Cloze
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3.2. How to add *.intertekconnect.com to Allowed Pop-ups (Mozilla Firefox)

Note: internet browser settings may be controlled by your company’s system administrator. If you
are not able to perform the actions described, please contact your company’s system administrator.
Open Motzilla Firefox internet browser

From the Mozilla Firefox browser menu select Tool and select Options

In the Preferences Page click on Content, then click on Exceptions button

In the Allowed Sites Pop-up enter *.intertekconnect.com and click the Allow button. The site will be
added, and you may close the pop-up.

If your company policy states you must use explicit URL, you may enter
https://ienable.intertekconnect.com. (You may add both, this is ok)

Click Close on the Allowed Sites Pop-up

File Edit View History Bookmarks Tools Help
Mew Tab % Downloads Ctrl+)
Add-ons Ctrl+ Shift+A4
Search or enter address Apps
Set Up Sync... I
Web Developer >
Page Info
Options
File Edit View Higtory Bookmarks Iools Help _ o %
1% Options x|\ +
€ | O Fircfox | aboutpreferences#content ¢ |[Q fearch &8 & & =
Content
Pop-ups
v | Block pop-up windows Exceptions...
Fonts & Colors
Default font:| Times New Roman ¥ |Size:| 16 - Advanced...
Colors...
Languages
Choose your preferred language for displaying pages Choose...
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Allowed Sites - Pop-ups b3

You can specify which websites are allowed to open pop-up windows, Type the
exact address of the site you want to allow and then click Allow.

Address of website;

*intertekconnect.com| |

Allow
Site Status
intertek.csod.com Allow
Remove Site Remove All Sites Close
Allowed Sites - Pop-ups x

You can specify which websites are allowed to open pop-up windows. Type the
exact address of the site you want to allow and then click Allow.

Address of website

| https://fienable.intertekconnect.com |

Allow
Site Status
intertek.ceod.com Allow
*.intertekconnect.com Allow
Remove Site Remove All Sites Close

3.3. How to add *.intertekconnect.com to Allowed Pop-ups (Chrome)
Note: internet browser settings may be controlled by your company’s system administrator. If you

are not able to perform the actions described, please contact your company’s system administrator.
Open Chrome internet browser

Click the 3 horizontal dots icon on the far right of the Address bar

Click on Settings

From the Settings Page, scroll to the bottom and click on Advanced

Advanced Settings will now display, scroll down and click on Content Settings and click on Popups

In the Allow section, click on Add

Enter https://ienable.intertekconnect.com and click the Add button

Version 1.1 Page 12|29



New tab Ctrl+T

New window Ctrl+MN

Mew incognito window

History b

Downloads

Bookmarks »
Zoom - 100% =+ B

Print... Ctrl+P
Cast...
Find...

Mare tools »
Edit Cut Copy Paste

Settings
Help b

Euit Ctrl+Shift+ 0

= Settings
Show bookmarks bar »
Fontsize Medium (Recommended) -
Customize fonts »
Page zoom 100% -

Search engine

Search engine used in the address bar Google =
Manage search engines »
Default browser

Default browser NAREDERALGE
Make Gaogle Chrome the default browser

On startup
@  Openthe New Tab page
(O  continue where you left off

(O Open aspecific page or set of pages

Advanced  ~
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€ Content settings

® Cookies

Allow sites to save and read cookie data
9 Location

Ask before accessing
- Camera

Ask before accessing
1 Microphone
w "

Ask before accessing
A Notifications
N Ask before sending
<> JavaScript

Allowed

Flash
»

Ask first
Images
B Show all
Popups
/E
s Blocked
- Ads
Blocked on sites that tend to show intrusive ads
- Background sync
“ Allow recently closed sites to finish sending and receiving data
< Popups

Blocked (recommended)

Block

Mo sites added

| Allow

Mo sitas added

Add a site

Site
https://ienable intertekconnect com|

ADD
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4. UPDATE COOKIES SETTINGS

4.1. How to enable cookies (Internet Explorer)

Note: internet browser settings may be controlled by your company’s system administrator. If you
are not able to perform the actions described, please contact your company’s system administrator.
Open Internet Explorer internet browser

From the Internet Explorer browser menu select Tool and select Internet options

In the Internet Options pop-up click on the Privacy Tab and click on Advanced Button under Settings

In the Advanced Privacy Settings pop-up select the radio buttons to Accept Cookies and Allow session

cookies

Click ok to close the Advanced Privacy Settings pop-up and click OK to close the Internet Options pop-

up

Q IAS https://www.itg.ias.edu/content/how-add-trusted-s

IAS How to add Trusted Sites to...

File Edit View Favorites [0l Help

Version 1.1

Delete browsing history...
InPrivate Browsing

Turn on Tracking Protection
ActiveX Filtering

Fix connection problems.,
Reopen last browsing session

Add site to Apps

View downloads

Pop-up Blocker

Windows Defender Smart5Screen Filter
Manage media licenses

Manage add-ons
Compatibility View settings

Subscribe to this feed...

Feed discon

Performance dashboard

F12 Developer Tools
OneMote Linked Motes
Lyne Click to Call

Send to OneMNote

Report website problems

Internet options

Ctrl+Shift+Del
Ctrl+Shift+P

Ctrl+)

Ctrl+5hift+U
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General Security  Privacy  Content Connections Programs  Advanced
Settings

Sites Advanced

Location

Pop-up Blocker
Turn on Pop-up Blocker Settings

InPrivate
Disable toolbars and extensions when InPrivate Browsing starts

OK Cancel Apply
Advanced Privacy Settings X §

a5 *You can choose how cookies are handled.
Cookies

First-party Cookies Third-party Cookies

(®) Accept @) Accept

() Block () Block

) Prompt (7) Prompt

Nways allow session cookies

Cancel

4.2. How to enable cookies (Mozilla Firefox)

Note: internet browser settings may be controlled by your company’s system administrator. If you
are not able to perform the actions described, please contact your company’s system administrator.
Open Mozilla Firefox internet browser

From the Mozilla Firefox browser menu select Tools and select Options

On the Preferences Page click on Privacy and go the History section
In the drop-down menu next to Firefox will: choose use custom settings for history

Check-mark Accept cookies from sites to enable cookies

Version 1.1 Page 16|29



File Edit View History Bookmarks Tools Help

Mew Tab *® Downloads Ctrl+]
Add-ons Ctrl+Shift+4 [ —

Apps
Set Up Sync...

I

Web Developer >
Page Info

Privacy

Tracking
Tell sites that | do not want to be tracked

Learn More

History
Firefox will:| Use custom settings for history -

V| Always Remember history

Re MNever remember history

Re Use custom settings for history

story

Privacy

Tracking
Tell sites that | do not want to be tracked

Leam More
History

Firefox will:| Use custom settings for history =
| Always use private browsing mode

Rememper my browsing and download history

Remember search and form history

v | Accept cookies from sites Exceptions...
Accept third-party cookies: | Always -
Keep until: Show Cookies..

Clear history when Firefox closes Settings

Version 1.1 Page 17|29



N

4.3. How to enable cookies (Chrome)

Note: internet browser settings may be controlled by your company’s system administrator. If you
are not able to perform the actions described, please contact your company’s system administrator.

Open Chrome internet browser
Click the 3 horizontal dots icon on the far right of the Address bar

Click on Settings

From the Settings Page, scroll to the bottom and click on Advanced
Advanced Settings will now display, scroll down and click on Content Settings
Click on Cookies

Enable Allow sites to save and read cookie data (recommended)

MNew tab

MNew window

Mew incognito window

History »
Downloads

Bookmarks 4
Zoom - 100% =+

Print...
Cast...
Find...

Mare tools 4
Edit Cut Copy Paste

Settings
Help 4

Exit

Version 1.1
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= Settings

Version 1.1

Show bookmarks bar »

Font size Medium (Recommended) ~ +

Customize fonts

Page zoom 100%

Search engine
Search engine used in the address bar Google

Manage search engines

Default browser

Default browser
MAKE DEFAULT
Make Google Chrome the default browser

On startup
(@  openthe New Tab page
(O  Continue where you left off

(O ©pen a specific page or set of pages

Advanced  ~

Advanced -

Privacy and security

Google Chrome may use web services to improve your browsing experience. You may optionally disable these

services. Learn more
Use a web service to help resolve navigation errors
Use a prediction service to help complete searches and URLs typed in the address bar

Use a prediction service to load pages more quickly

Automatically send some system information and page content to Google to help detect dangerous

apps and sites

Protect you and your device from dangerous sites

Automatically send usage statistics and crash reports to Google

Send a "Do Not Track” request with your browsing traffic

Use aweb service 1o help resolve spelling errors
Smarter spell-checking by sending what you type in the browser to Google

Manage certificates
Manage HTTPS/SSL certificates and settings

Content settings
Control what information websites can use and what content they can show you

Clear browsing data
Clear history, cookies, cache, and more
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€  Content settings @

Cookies
Allow sites to save and read cookie data

0 Location
Ask befare accessing

- Camera
»
Ask before accessing
& Cookies

Allow sites to save and read cockie data (recommended)
Keep local data only until you quit your browser

Block third-party cookies »
Prevent third-party websites from saving and reading cookie data

See all cookies and site data »
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5. UPDATE JAVASCRIPT SETTINGS

5.1. How to enable JavaScript (Internet Explorer)

Note: internet browser settings may be controlled by your company’s system administrator. If you
are not able to perform the actions described, please contact your company’s system administrator.
Open Internet Explorer internet browser

From the Internet Explorer browser menu select Tool and select Internet options

In the Internet Options Pop-up click on the Security tab, click on Internet icon, then click on Custom
Level button

In Custom Level settings, scroll down to the Scripting section. In this section make sure “Enable” is
checked for Active scripting and Scripting of Java applets, and click ok, and click ok again.

Q IAS https://www.itg.ias.edu/content/how-add-trusted-s

IAS How to add Trusted Sites to...

File Edit View Favorites [0l Help

Delete browsing history... Ctrl+Shift+Del

InPrivate Browsing Ctrl+Shift+P
Turn on Tracking Protection

ActiveX Filtering

Fix connection problems.,

Reopen last browsing session

Add site to Apps

View downloads Ctri+)
Pop-up Blocker H
Windows Defender Smart5Screen Filter >

Manage media licenses

Manage add-ons
Compatibility View settings

Subscribe to this feed...

Feed d VETY
Performance dashboard Ctrl+5Shift+U

F12 Developer Tools
OneMote Linked Motes
Lyne Click to Call

Send to OneMNote

Report website problems

Internet options |
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Internet Options ? .

General | Security | Privacy Content Connections Programs  Advanced

Select & zone to view or change security settings.

@ ¢ / ©

Localintranet  Trusted sites  Restricted
sites

Internet

i
0 This zone is for Internet websites,
except those listed in trusted and

restricted zones.

B
i
ty

Security level for this zone
Allowed levels for this zone: Medium to High
Medium-high
- Appropriate for most websites
i - Prompts before downloading potentially unsafe

content
- Unsigned ActiveX controls will not be downloaded

Enable Protected Mode (requires restarting Internet Explorer)

Custom level... Default level

Reset all zones to default level

-ﬁ\ Some settings are managed by your system administrator.

Security Settings - Internet Zone X

Settings

| = | Scripting ”
= | ALuve scripting
(D) Disable
(® Enable
O Prompt
= | Allow Programmatic dipboard access
() Disable
(0) Enable
@ Prompt
= | Allow status bar updates via script
(® Disable
(0) Enable
= | Allow websites to prompt for information using scripted wind:
(® Disable
(0 Enable

EF Emahla VOO Alkae
£ >

*Takes effect after you restart your computer

Reset custom settings

Reset10:  [vedum-hgh (defa) o [ Reset

Cancel
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5.2. How to enable JavaScript (Mozilla Firefox)

Note: for Mozilla Firefox enabling JavaScript involves manually updating your browser configuration
profile. Itis recommended that you please contact your company’s system administrator to perform
this update if it is required.

5.3. How to enable JavaScript (Chrome)

Note: internet browser settings may be controlled by your company’s system administrator. If you
are not able to perform the actions described, please contact your company’s system administrator.
Open Chrome internet browser

Click the 3 horizontal dots icon on the far right of the Address bar

Click on Settings
From the Settings Page, scroll to the bottom and click on Advanced
Advanced Settings will now display, scroll down and click on Content Settings

Scroll down and click on JavaScript and change to Allowed

MNew tab
MNew window

MNew incognito window
History 4
Downloads

ookmarks 4
foom - 100%

Print...
Cast...
Find...

Maore tools 4
Edit Cut Copy Paste

Settings
Help 4

Exit
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= Settings

Version 1.1

8how boakmarks bar

Font size Medium (Recommended) -

Customize fonts

Page zoom 100%

Search engine
Search engine used in the address bar Google

Manage search engines

Default browser

Default browser
Make Google Chrome the default browser

MAKE DEFAULT

On startup
(@  Openthe New Tab page
(O  Continue where you left off

(O Open aspecific page or set of pages

Advanced  ~

Advanced -

Privacy and security

Google Chrome may use web services to improve your browsing experience. You may optionally disable these

services. Learn more

Use a web service to help resolve navigation errors

Use a prediction service to help complete searches and URLs typed in the address bar

Use a prediction service to load pages more quickly

Automatically send some system information and page content to Google to help detect dangerous

apps and sites

Protect you and your device from dangerous sites

Automatically send usage statistics and crash reports to Google

Send a "Do Mot Track” request with your browsing traffic

Use a web service to help resolve spelling errors
Smarter spell-checking by sending what you type in the brewser to Google

Manage certificates
Manage HTTPS/SSL certificates and settings

Content settings
Control what information websites can use and what content they can show you

Clear browsing data
Clear history, cookies, cache, and more
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Q. Search settings

& Content settings @)
& Cookies
1]
Allow sites to save and read cookie data
o Location
»
Ask before accessing
Camera
L »

Ask before accessing

Microphone

Ask before accessing

Notifications
a

Ask before sending

JavaScript

Allowed

6. ENABLE TLS

6.1. How to enable TLS (Internet Explorer)
Note: internet browser settings may be controlled by your company’s system administrator. If you
are not able to perform the actions described, please contact your company’s system administrator.
Open Internet Explorer internet browser
From the Internet Explorer browser menu select Tools and select Internet options

In the Internet Options Pop-up click on the Advanced tab and scroll down to Security category

Put a checkmark in the option boxes for “Use TLS” (all versions) and click OK.
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File Edii ‘iew Imnhﬂml-klp

Dielete birerasing history: Carls Shifts Dl
tnPrevate Brerasing CartsShifte P
Turn on Tracikong Prefection

Bctred Fitering

m conmechion problemy

Reopen lat browsirg sesn

digld site 1o Appy

Vi dewnliads Cirl=]
Pop-up Blockes »
Wirdiu Delender Srmanttcraen Fiter 3

Manage media krenses
blanage scld-eem
Compatibilay Yiew seftings
wanconbe tothiy feedd

Feedd disgaven
Perfomnance dashbosrd Ctels Skt LI
FII Developer Tools
OmeMote Limked Notes
ILymic Click be Call

Zend o Onedlote

Report website problems

Internet Options ? 4

General Security Privacy Content Connections  Programs Advanced

Settings

[+ Show Notification bar for encoded addresses h
4 Multimedia

[+] Enable alternative codecs in HTMLS media elements™=

[+] Enable automatic image resizing

[+ Play animations in webpages™®

[+ Play sounds in webpages

] show image download placeholders

[ Shew pictures
i security

[ altaus active content from CDs to run on My Computer®

[1 allow active content to run in files on My Computer®

] allow software to run or install even if the signature is invi

] Blodk unsecured images with other mixed content

[+ Check for publisher's certificate revocation R
< >

*Takes effect after you restart your computer
| Restore advanced settings

Reset Internet Explorer settings

Resets Internet Explorer's zettings to their default Heeet
condition. E |

You should only use this if your browser is in an unusable state.

o ][ e | [
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Internet Options ? *

General Security Privacy Content Connections  Programs Advanced

Settings

[C] Enable 64-hit processes for Enhanced Protected Mode® &
Enable DOM Storage

[C] Enable Enhanced Protected Mode™

Enable Integrated Windows Authentication™

Enable native XMLHTTF support

Enable Windows Defender SmartScreen

[[] send Do Mot Track requests to sites you visitin Internet E
1 use s5L 3.0

Use TLS 1.0

Use TLS 1.1

[ useTis 1.2

| Warn about certificate address mismatch™®

[] warn if changing between secure and not secure mode

[ warn if POST submittal is redirected to a zone that doesn ¥
< >

*Takes effect after you restart your computer
Restore advanced settings

Reset Internet Explorer settings

Resets Internet Explorer's settings to their default

Reset...
condition.

Y¥ou should only use this if your browser is in an unusable state.

Cancel Apply

6.2. How to enable TLS (Mozilla Firefox)

Note: for Mozilla Firefox enabling TLS involves manually updating your browser configuration profile.
It is recommended that you please contact your company’s system administrator to perform this
update if it is required.

6.3. How to enable TLS (Chrome)

Note: internet browser settings may be controlled by your company’s system administrator. If you
are not able to perform the actions described, please contact your company’s system administrator.
Open Chrome internet browser

Click the 3 horizontal dots icon on the far right of the Address bar

Click on Settings

From the Settings Page, scroll to the bottom and click on Advanced

Scroll down to the System section and click on Open Proxy Settings

Click the Advanced tab of Internet properties popup and scroll down to Security section
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System
Continue running background apps when Google Chrome is closed
Use hardware acceleration when available

Open proxy settings

7. INSTALLING ADOBE FLASH PLAYER

7.1. How to install Adobe Flash Player
Note: internet browser settings and application add-ons may be controlled by your company’s system
administrator. If you are not able to perform the action described, please contact your company’s
system administrator.
Open internet browser and navigate to https://get.adobe.com/flashplayer/
Click “Install Now” and follow the prompts to download and install as directed
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